
Scientific Games 
Business Customer Privacy Notice 

 
This Privacy Notice applies to personal data that Scientific Games International GmbH (“Scientific 
Games,” “we,” or “us”) collect from our business customers’ representatives (“you” or “your”) in 
the course of its dealings with business customers. Personal data is any information relating to an 
identified or identifiable natural person, such as name, contact details, IP-address. 

The data controller is Scientific Games.   

Scientific Games will process, collect and store certain personal data of our business customers’ 
representatives as necessary for the purpose of performing the contract with you (according to 
Art 6 (1)(b) General Data Protection Regulation [“GDPR”]) and to be in compliance with our legal 
obligations (Art 6 (1)(c) GDPR). In individual cases, we also process personal data based on your 
consent (Art 6 (1)(a) GDPR).  

 
PERSONAL DATA WE SHARE 

We share your personal data with the recipients listed below, who perform services and functions 
on our behalf to support our interactions with you including, for example, providing our products 
and services, processing purchases, hosting product reviews, or communicating with the business 
customer.  These third parties are not authorized by us to use or disclose your personal data, except 
as necessary to perform services on our behalf or comply with legal requirements.  These third 
parties have no independent rights to the data. 

For these purposes, we may share your personal data with: 

- our subsidiaries and affiliates; 
- business partners, subcontractors and consultants;  
- ERP service providers (in the frame of accounting and finance); 
- IT-service providers (e.g. Oracle, HP, Cisco); 
- Escrow service providers (for source code deposits); 
- Auditors; 
- Insurance companies  (to insure our business risks); 
- Banks (for the handling of payments; issuance of guarantees); 
- Legal representatives; 
- Tax advisors; 
- Law enforcement authorities and other public authorities. 

 
Your personal data is transferred to the above recipients in the EU / EEC. 
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RETENTION OF PERSONAL DATA  

Scientific Games retains all personal data for the duration necessary to fulfill our contractual or 
legal obligations and to avert any possible liability claims: 

- contracts, associated documentation, including correspondence for the term of the contract 
and generally for 10 years thereafter;  

- in individual cases, in particular to avert possible liability claims we retain pertinent 
documentation for 30 years after contract end. 
 

When deleting personal data based on a request by the data subject, Scientific Games will make 
reasonable attempts that all instances of the information are deleted in their entirety. For requests 
for access, corrections, or deletion, please refer to the “Your Rights as an EU Resident” section of 
this policy. 

 

HOW WE PROTECT PERSONAL DATA 

We maintain administrative, technical, and physical safeguards to protect the personal data you 
provide against loss, misuse, unauthorized access, disclosure, alteration, or destruction. 

Notwithstanding our efforts to maintain a reasonably high level of care, it cannot be excluded that 
information that you provide to us via the internet may be viewed and used by others. 

 

YOUR RIGHTS AS AN EU RESIDENT 

You have the right to request access to the personal data we have collected about you for the 
purposes of reviewing, modifying, or requesting erasure of the information. You also have the 
right to request a copy of the personal data we have collected about you. In certain situations, you 
may also request that we restrict or cease processing your personal data. 

If you would like to make a request to access, review, or correct the personal data we have collected 
about you, please contact us at  

Scientific Games International GmbH 
Klitschgasse 2-4 
1130 Vienna 
Austria 
Tel.: +43/1/80 100-0,  
Fax: +43/1/80 100-25 
E-Mail: office@scigames.at  
 
To help protect your privacy and security, we will take reasonable steps to verify your identity, 
such as requiring a password and user ID, before granting access to your information.  
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You will be notified of any actions taken on your personal information in response to a request 
submitted for modification, deletion, or restrictions on the processing of your personal information. 

If you have the impression that the processing of your personal data violates applicable data 
protection laws or that your data protection rights have been violated in any other way, you have 
the right to lodge a complaint with the appropriate privacy or data protection regulator in your 
jurisdiction. 

 

 


